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Data Protection & Confidentiality 

The Data Protection Act 1998 came into force in March 2000. Its purpose is to 

protect the right of the individual to privacy with respect to the processing of personal 

data. The Act laid down eight data protection principles:  

1. Data must be processed fairly and lawfully.  

2. Personal data shall be obtained only for one or more specific and lawful 

purposes.  

3. Personal data shall be adequate, relevant and not excessive in relation to 

the purpose(s) for which they are processed.  

4. Personal data shall be accurate and where necessary kept up to date.  

5. Personal data processed for any purpose(s) shall not be kept for longer than 

is necessary for that purpose.  

6. Personal data shall be processed in accordance with the rights of data 

subjects under the 1998 Data Protection Act.  

7. Appropriate technical and organisational measures shall be taken against 

unauthorised or unlawful processing of personal data and against accidental 

loss or destruction of, or damage to, personal data.  

8. Personal data shall not be transferred to a country outside the EEA, unless 

that country or territory ensures an adequate level of protection for the rights 

and freedoms of data subjects in relation to the processing of personal data.  

 

Thus, as an academy one has to abide by the above rules when obtaining and 

processing the data of students 

http://www.legislation.hmso.gov.uk/acts/acts1998/19980029.htm

